**Příloha A: Dotazník**

*Vážená studentko,*

*Vážený studente,*

*jmenuji se Stanislav Holeček a jsem studenem magisterského oboru Sociální pedagogika na Pedagogické fakultě Univerzity Hradec Králové. Ve své diplomové práci se zabývám tématem* ***rizikového chování středoškolské mládeže při užívání digitálních technologií*** *a právě vyplněním tohoto dotazníku mi budeš velmi nápomocen v mém výzkumu.*

***Jsi-li studentkou či studentem ve věku 15 - 23 let****, dovoluji si Tě zdvořile požádat o zodpovězení níže uvedených otázek. Dotazník je anonymní a Tvoje odpovědi budou použity pouze pro účely této diplomové práce.*

*Při vyplňování, prosím, zvol jen jednu odpověď, není-li u konkrétní otázky uvedeno jinak, nebo ji vypiš na uvedená místa.*

*Děkuji za Tvoji ochotu a spolupráci!*

*Bc. Stanislav Holeček*

-------------------------------------------------------------------------------------------------------------

**1. Jsi:** chlapec □ dívka □

**2. Kolik ti je let:** ……..

**3. Studuješ:**

□ Střední odborné učiliště

□ Střední odbornou školu

□ Gymnázium

**4. Bydlíš:**

□ ve městě

□ na vesnici

**5. Jak hodně času trávíš denně na internetu:**

□ (vepiš počet hodin) .....................

**6. Za jakým účelem chodíš na internet:**

*(zde můžeš uvést více možností)*

□ vyhledávám potřebné informace ke studiu

□ komunikuji na internetu (chat, e-mail apod.)

□ hraji online hry

□ dívám se na zprávy, počasí apod.

□ jsem na sociálních sítích (sleduji statusy přátel, sdílím fotky a videa, píši si s přáteli)

□ sleduji online filmy a seriály

□ jiná činnost (uveď jaká): ....................................................................................................

**7. Co podle tebe patří do skupiny rizikového chování na internetu:**

*(zde můžeš uvést více možností)*

□ ponižování prostřednictvím SMS a MMS zpráv

□ fyzické napadání

□ prozvánění v nočních hodinách

□ krádež účtu na sociálních sítích

□ záškoláctví

□ urážky spolužáka ve třídě

**8. Dokážeš správně pojmenovat vybrané projevy kyberšikany?**

*(přiřaď pojmy k sobě, např. kybestalking = c)*

kyberstalking = ......... a/ šíření fotografií a videí se sexuálním podtextem

flaming = ......... b/„nabourání“ do internetového bankovnictví

kybergrooming = ........ c/ nucení k osobní schůzce

happy slapping = ....... d/ natáčení fyzického nebo sexuálního napadení

sexting = ........ e/ obtěžování telefonáty, SMS zprávami, e-maily apod.

phishing = ....... f/ vydávání se za jinou osobu (např. oběť)

impersonance = ... .... g/ záměrně vyvolána ohnivá hádka

**9. Pokud si se osobně setkal s kyberšikanou, jaký prostředek byl k útoku použit?**

*(zde můžeš uvést více možností)*

□ mobilní telefon (SMS, MMS, volání)

□ veřejný chat nebo diskuze

□ neveřejný chat (WhatsApp, Viber, Messenger, ICQ, Skype apod.)

□ sociální síť (Facebook, Badoo apod.)

□ e-mailová pošta

□ YouTube

□ virtuální on-line hry

**10. S jakým konkrétním jevem kyberšikany si se setkal jako oběť?**

*(zde můžeš uvést více možností)*

□ zneužití osobních dat

□ šíření fotografií a videí se sexuálním podtextem

□ vydírání a zastrašování prostřednictvím internetu nebo sociálních sítí

□ „nabourání“ do internetového bankovnictví (získání přihlašovacích údajů, hesla apod.)

□ nucení k osobní schůzce

□ natáčení fyzického nebo sexuálního napadení

□ obtěžování telefonáty, SMS zprávami, e-maily apod.

□ záměrně vyvolána ohnivá hádka

□ vydávání se za jinou osobu (např. oběť, útočník, přihlížející)

**11. S jakým konkrétním jevem kyberšikany si se setkal jako útočník?**

*(zde můžeš uvést více možností)*

□ zneužití osobních dat

□ šíření fotografií a videí se sexuálním podtextem

□ vydírání a zastrašování prostřednictvím internetu nebo sociálních sítí

□ „nabourání“ do internetového bankovnictví (získání přihlašovacích údajů, hesla apod.)

□ nucení k osobní schůzce

□ natáčení fyzického nebo sexuálního napadení

□ obtěžování telefonáty, SMS zprávami, e-maily apod.

□ záměrně vyvolána ohnivá hádka

□ vydávání se za jinou osobu (např. oběť, útočník, přihlížející)

**12. S jakým konkrétním jevem kyberšikany si se setkal jako přihlížející?**

*(zde můžeš uvést více možností)*

□ zneužití osobních dat

□ šíření fotografií a videí se sexuálním podtextem

□ vydírání a zastrašování prostřednictvím internetu nebo sociálních sítí

□ „nabourání“ do internetového bankovnictví (získání přihlašovacích údajů, hesla apod.)

□ nucení k osobní schůzce

□ natáčení fyzického nebo sexuálního napadení

□ obtěžování telefonáty, SMS zprávami, e-maily apod.

□ záměrně vyvolána ohnivá hádka

□ vydávání se za jinou osobu (např. oběť, útočník, přihlížející)

**13. Staneš-li účastníkem kyberšikany (ať už jako oběť, útočník či přihlížející), jaký**

**postoj zaujmeš?**

□ útok budu ignorovat

□ okřiknu útočníka a budu se snažit mu v tom zabránit

□ nenechám si to líbit, oplatím ji útočníkovi (také zaútočím)

□ také se pobavím na cizí účet

□ zablokuji pachatele

□ nevím jak bych tuto situaci řešil/a

□ vlastní odpověď:..............................................................................................................

**14. Staneš-li se účastníkem kyberšikany (ať už jako oběť, útočník či přihlížející),**

**koho bys kontaktoval?**

□ rodiče nebo sourozence

□ učitele

□ výchovného poradce

□ policii

□ přátele, kamarády

□ Linku bezpečí a důvěry

□ pachatele

□ zřizovatele webu

□ nikoho

□ nevím

□ někoho jiného: ..................................................................................................

**15. Co uděláš, pokud ti někdo pošle zesměšňující video nebo fotografie jiné osoby (spolužáka, kamaráda, učitele)?**

□ podíváš se a přepošleš dál

□ podíváš se, přepošleš dál a řekneš o tom osobě na videu či fotografii

□ podíváš se, nepřepošleš dál a řekneš o tom osobě na videu či fotografii

□ podíváš se, nepřepošleš dál a řekneš o tom někomu dospělému (chceš pomoci)

□ podíváš se a smažeš

□ nepodíváš se a smažeš

□ neuděláš nic

*Závěrem bych Ti chtěl poděkovat za čas, který jsi vyplnění dotazníku věnoval/a. Ještě bych Tě chtěl poprosit o kontrolu, zda jsi odpověděl/a na všechny otázky.*