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Softwarové Piratstvi

Software Piracy

Souhrn

Softwarové piratstvi je tdezité, avSak nedost&® projednavané téma
sowasnosti. Ovliviuje nejen prosfth WtSich spolénosti na trhu s IT, ale také v
navaznosti stat a ¥@nost. Tato prace nabizighled problematiky spojené s tématem
,Softwarového piratstvi‘, aby bylo mozné tématu&porozungt. Obsahuje stiinou
historii pcaitati a internetu, ktera je ttkZitym milnikem tématu. Dale provadi
softwarem samotnym, s vy&lenim jeho tyd a licenci. Pravni pohled nacos
samozejm¢ neni opomenut — autorsky zakonik a koncept duBevwmiastnictvi jsou
durazre prozkoumany. Dale prace nabizi nahled do cétoseého boje proti
softwarovému piratstvi a sty piehled situace a jejiho vyvojeGeské republice a
zbytku s¥ta. Vyzkum se zabyvaredevsim definici softwarového piratstvi aigpby
distribuce ilegalniho softwaru. Déale vytye jeho ekonomické aspekty a analyzuje
duvody pro vyskyt problému. Na konci je nabidnutkalik moznychieSeni situace,
s hlavnim zar&enim na nabidku alternativ ke korygimu softwaru, jakoZto nahrazku

originalniho i ilegalniho softwaru.

Kli ¢ova slova:
Patita¢, software, péitacovy program, softwarové piratstvi, pravo, internet,
online, inform&ni technologie, licence, dusevni vlastnictvi, asiérpravo, stahovani,

zakon, padlani, poruseni



Summary

Software piracy is a very important, yet not enoulibcussed topic of the
present day. It affects not only the profits ofgicompanies on the IT market, but also
consecutively the country and the public. This ihegves an overview of the issues
connected to its topic of ‘Software piracy’ in orde give a full understanding. That
includes a brief history of computers and the méemwhich pose as important historical
milestones regarding the topic. Further, it guides reader through software itself
explaining software types and licenses. The legaitpof view is not left out of course
— copyright law and intellectual property concep axplored thoroughly. The thesis
also offers an outlook on the global fight withtsadre piracy with a brief report on the
current situation and its development in the CzZRepublic and the rest of the world.
The research focuses mainly on exploring and dejisbftware piracy and the ways of
the distribution of illegal software, furthermomminting out the economical aspects of
piracy. More importantly, it also analyses the ogssof the occurrence of the problem
and factors which improve the situation. In the eaderal suggestions for improvement
are proposed, with a focus on offering alternatieesommercial software as a possible

substitute to both original and illegal software.

Keywords:

Computer, software, computer program, softwarecgiréaw, market, internet,
online, information technologies, license, intelled property, copyright law,

downloading, counterfeit, infringement
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1. Introduction

The present world has in the last decade advarmduet point where the new
technologies play a significant role in the livédsnmany people. The use of computers
and the internet is spread across the whole worldpuseholds as well as workplaces.
Together with the computers, software is used toycaut certain actions, depending on
the focus of the user. Computer programs are angabkpart of work in most of the
spheres of our economy and their advancement isliegaa huge improvement in the
efficiency of work, together with an offer of a gtdime saving factor.

As well as technologies, crime has also developezligh the years. The origins
of human actions defined as crime reach far inHtistory. The earliest remarks of
crime are dated into the age of Sumerians, whoymexd the first known written codes
of law, as a mean of crime fighting and/or prevemti Thanks to the improving
possibilities which have opened up with technolabibreakthroughs, the modern
criminals use computers in order to increase tfecyeness of their actions. Software
piracy is becoming a major issue in the field obewetic crime and many people
around the world are taking a part in this happgmin daily basis and some of them are
not even aware of it.

| have chosen this topic for my thesis, becaus@ltiemomena of software piracy
and cybernetic crime are a current, global andsti#tnot enough discussed topic. It
usually makes the headlines in news reports ondwioe every year, when a major
charge is being held, or when the organizationstifig this type of crime present their
shocking yearly reports to the public (and pre&s)the research of new technologies is
advancing, the possibilities and means for diggaminality are not likely to be
diminished; on the contrary they will probably sgdeand make the situation worse in
the future.

| have always been interested in information tetdgies, software and
programming, so the topic of software piracy alwagacerned me. | am aware of its
substantial presence among the society. | feelthieaklack of knowledge concerning the
topic, among the public, is one of the main caws®ebswriting about it is the minimum

input which | can offer in order to help the siioat



2. Objectives of the thesis and methodology

2.1. Main objectives

The primary objective of this thesis is to give engral overview of the topic,
understandable to a person who is not an informaechnology (IT) or a law expert
and to explore software piracy from both the lesgad economical points of view.

As for the economical point of view, | would like tanalyze the basic
economical factors which affect the occurrence aftvgare piracy and impacts of
software piracy, with the use of the basic markebties.

Regarding the legal point of view, | would like gove an overview of the legal
factors concerned with the topic, mainly licensespyright law and intellectual
property concept.

With the data collected, | would like to report thre global situation of software
piracy. Further, my aim is to analyze the dataeméld for Czech Republic, in order to
comment on the situation here in more detail.

As an outcome of the research, | expect to find eoshment on the main
reasons for the occurrence of the problem and Ildvdike to propose several
possibilities for the improvement of the situatiarthe end of my thesis.



2.2. Methodology

The basic methods used throughout the whole thassqualitative. Mainly in
the theoretical parts, these methods comprise ploeatory research, carried out by
collecting and studying information from varioususmes. These sources comprise of
books, magazines, publications, and reports, waiehavailable both physically and on
the internet.

The qualitative methods are further used in deBeepresearch, in order to
answer the questions where, how and why is softwmeey occurring and where and
how is it fought with. In order to answer these gjims, quantitative methods of
research are also used in the evaluation of staisesources.

The quantitative methods comprise mainly of statst data evaluation
technigues, namely thigend line analysiswith the coefficient of determinatioand
calculations ofcoefficient of correlation Both of the mentioned methods will be
performed in Microsoft Excel.

Trend line analysis is carried out in order to gttlte way a set of data tends to
develop. With the equation of the trend line avad@ait is possible to calculate possible
future development. The coefficient of determinatsthows the relevance (dependency)
of the development of the trend line. The valuesy Maetween 0-1, the higher the
number, the stronger the dependency.

In our case, the calculation of coefficient of ebation will be carried out in
order to analyze the relationship between two sketlata. The value ranges between -1-
1. When the value gets near -1, it means that tier® negative relationship — a
reciprocal proportion. On the other hand when thleies gets near to 1, that means the

relationship is positive — continual proportion.



3. Literature Review

3.1. Historical milestones

In order to work with the subject of software piyagve have to consider the
roots of software itself. It is therefore essentmlgive a brief picture of milestones
which have mostly affected the development of caensuand enabled the expansion of

use of software itself.

3.1.1. First computers

For our purposes, the technological evolution a&f tecond half of the 19
century is very important. The development of infation technologies up to the point
when they were set up for mass production andl réitgtribution was one of the most
important milestones regarding the originationaffware itself.

As the very first computers, we can refer to thegher mechanism&nigma
(German) andColossus(British) used during the World War I, althoughelyy were
mostly mechanical, with electronic parts actingyoa$ a support. In order to describe
the crucial inventions in the history of informatidechnologies, we must skip to the
computers of next generation, from which the bestwn wasENIAC (Electronic
Numerical Integrator and Computer). It was builtreg University of Pennsylvania; the
construction took 2 years until it was finally bghi into full operation at the end of
1945. ENIAC was used for military purposes, and as well aotber similar projects
which were developed at that time, it was very espe to construct and operate such
machine. The possession of such inventions wagptivdege of army agencies and
research facilities connected to thém.

From these first computers it was only a short $begcompanies to realize the
potential of the development of computers for comumaé purposes; the firgiersonal
computerswere built. The first machines introduced to tharket, were produced by
IBM in the 1950’s. Perhaps the most significant Wl 650 with over 2000 pieces

! The ENIAC Museum Online. University of Pennsyhanivailable at:
http://www.seas.upenn.edu/~museum/index.html et 20/2/2010]



sold within 10 years from the introduction in 1953he prices ranged up to over
$500,000, which would be over $4 millibim today’s prices.

Crucial change of development came with the inwentf integrated circuit and
processors. In the 1960’s and 1970’s more compawieish play a crucial role in the
development of information technologies until now gormed (e.g. Apple, Intel, AMD,
Sharp, Nokia, and Western Digitdl}rrom this point on the evolution of computers
advances faster and every year the market offeretbing new. The progress in the
development of computers leads to the creationoafiputers which are smaller, run
faster and their production costs less time andayon

In the year 1965 G. Moore (who was one of the orsabf the company Intel)
said, that the number of transistors in a compettgr will double every 24 montHsin
simple words we can say it means that every 24 Insotite performance of personal
computers will double. What has been a simple ediom, is now working in practice
for over 40 years.

3.1.2. Introduction of the internet

At the early times of the development of the ITustly, cybernetic criminality
was very limited. The reason was simple, it wasessary to physically reach a target
personal computer in order to illegally retrieveeohance data which was on it, because
there was no global computer network availablehasmeans of a crime at that time.
Cybernetic criminality has therefore been restddtethe form of standard crime as we
know it.

In the 1950’s American computer scientists hadrebgg problem to solve. The
goal was, to come up with an idea, which would énalties and army facilities in
different states to connect with each other in §,wehich wouldn’t be vulnerable to
nuclear weapon attacks. Yet again, the originsnaftteer technological breakthrough
were army related, strongly motivated by the padti@Var era.

2 IBM Archives; http://www-03.ibm.com/ibm/history&tiory/year_1953.html [retrieved 20/2/2010]

% Calculation of present value according to the US €hange through the years 1954-2010, Available at
The Bureau of Labor Statistics; ftp://ftp.bls.gavpspecial.requests/cpi/cpiai.txt [retrieved 1504/2)

* Computer History, Computer Hope; http://www.congrhbpe.com/history/196080.htm [retrieved
20/2/2010]

® Moore, Gordon: Moore's law. Intel Corporationphitwww.intel.com/technology/mooreslaw/

[retrieved 15/2/2010]



The key idea was to create a network with independgations (nodé&s
connected to each other, through which the infolonatvould travel. The first notions
bringing this idea to life were presented in thelyed960’s, independently by two
scientists; Paul Baran from Research and Developr@enporation (RAND’) and
Donald Davies from the National Physical Laboratorthe UK.

The concept was described as.breaking each message into standardized
blocks of data, with each block containing inforraatabout its recipient, its origin, the
length of time it had been in the network, angbdsition within the message of which it
was a part. A series of blocks would go out inte tletwork and make their way
through it in any sequence they could—each oneisgrmhck a confirmation from the
new node to the previous node—until all the blomks/ed at their destination. If a
certain node was not available, a block that was $e it would bounce bacR.’

So even if a part of this network would somehow dgghaged, the information
would reach its destination. The first project e world, which followed this concept,
was called Advanced Research Projects Agency N&tGWARPANET). It was funded
by the United States Government’s Defense AdvarRedearch Projects Agency
(DARPA®) and brought into operation in 1969 with the fisshodes: University of
California, Los Angeles (UCLA), The Stanford Res#annstitute's Augmentation
Research Center, University of California, SantabBea (UCSB), The University of
Utah's Computer Science Departméht.

In the following years, ARPANET grew successfulBy the end of the year
1971, there were 15 functioning nodes and by tlieagéthe next year the number grew
to 37. From that time on, the number of compute@msnected to this network grew

exponentially, ARPANET became accessible to pubid several networks based on

® Node:a terminal or other point in a computer network wha message can be created, received, or
transmitted Encarta Dictionary, http://encarta.msn.com/ jested 20/2/2010]

" RAND Corporatioris a nonprofit institution that helps improve pgliand decision making through
research and analysis, established in 1948 byXBegovernmenthttp://www.rand.org/about/history/
[retrieved 20/2/2010]

® Campbell, Virginia: How RAND Invented the Postwalprid, 2004, p.57;
http://www.rand.org/about/history/Rand.IT.Summepa# [retrieved 23/2/2010]

°® DARPA was created in 1958 as the Advanced Resdamajbcts Agency (ARPA). The reason for
creating and maintaining such agencitasmaintain the technological superiority of thleS. military
and prevent technological surprise from harming $S#ational security.’;
http://www.darpa.mil/mission.html [retrieved 23/210]

1% \waldrop, Mitch: DARPA and the Internet Revolution;
http://www.darpa.mil/Docs/Internet_Development_200880909255.pdf [retrieved 23/2/2010]
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the same technologies were connected to it. Abosetioned blocks of data, traveling
through the network later became called packetad packet switchirf§ became the
key to network communication up to the present ddyough the years, ARPANET
was enhanced and developed into the form of intem&e know it.

The existence of computer networks enabled thdn l@ft modern cybernetic
crime. It was no longer necessary to be presethieatrime scene; it became possible to

commit a crime in a different part of the world,the physical boundaries were broken.

3.2. Thedefinition of software and its creation

Before examining software piracy from the legalnpaf view, it is necessary to
understand what software is. When defining it, masi sources differ. In the following
lines, | am offering two types of definition, indar to give the reader an overview of
the topic from different points of view. More impantly, | will specify the term
software which | will work with in the rest of myésis and briefly explain how it is

created, so that | can give the reader a fair wtdeding of it.

| have come across a definition describing the teoftware asanything that is
not hardware but is used with hardware, esp. audi®l materials, as film, tapes,
records, etc? If | wanted to work with this definition of softwe, | would have to take
into account a much wider problem that could bdedalnternet piracy in general,
comprising of a broad variety of materials whichm d# distributed illegally over the
internet. Such topic would be adequate as a tapidiploma thesis perhaps; | have set

my goals a bit lower with a more realistic objeetiv

The most common definition used and perceived a$ software comprises of
‘written programs, procedures or rules and assositiocumentation pertaining to the
operation of a computer system and that are stimedbad/write memory** Because
my topic is already very wide, | am going to workhwsoftware defined agrograms

1 packetA message or part of a message packaged as adizxedegment of data for transmission
through a computer netwagrkEncarta Dictionary, http://encarta.msn.com/ [ested 20/2/2010]

12 packet SwitchingDividing the input flow of information into smatgments, or packets, of data which
move through the network in a manner similar toltaadling of mail but at immensely higher speeds.
Roberts, G. Lawrence: The Evolution of Packet Sviiitg, Invited Paper, November 1978

13 Definition of Software Dictionary.com:; http://dictionary.reference.conyse/ [retrieved 20/2/2010]

14 Definition of Sftware Wordreference.com, English Dictionary;
http://www.wordreference.com/definition/ [retrie/28/2/2010]

11



and applications that can be run on a compdtefa simplified version of the previous
definition). In my own words, | would express theaning of the term software as a
formula or better said an algorithm which tells tteenputer what operation it should
perform. In the rest of my thesis, | will refer tbas just software or a computer

program.

At the base of creation of software stands souotk cwhich is the version of
software as it was originally written using a humemnderstandable programming
language (such as Java, PHP, C# and many more)hwhichosen in dependency on
the expected outcome. In order to be readable bgnaputer, it must be compiled
(translated) into the machine language, referredgddinary or object code, which

consists of a sequence of instructions for the edero perfornt®

Some basic computer programs are made by indivdadbal software in present
days has developed into very complex creationschvhequire often a large team to

work on them over a long period of time.

3.3. Softwaretypesand licenses

Generally, two most important types of software aseognized, operating

system and application software.

Operating system i&he essential program in a computer that maintathisk
files, runs applications, and handles devices sagthe mouse and printef.We could
say that it is on the border between software aadivirare (‘physical parts of a
computer'®), enabling it to communicate with each other alfmlvdng limited access to

the hardware settings.

Application software, on the other hand allows tiser to carry out certain
specified tasks. There is plenty of different apgiion software available with different

purposes.

15 Definition of Software Encarta Dictionary; http://encarta.msn.com/ jested 28/2/2010]

'8 Source Code Definitiorf;he Linux Information Project; http://www.linfo.gisource_code.html
[retrieved 28/2/2010]

7 Definition of Operating systenEncarta Dictionary; http://encarta.msn.com/ [esteid 28/2/2010]
'8 Smejkal, V. a kolPravo informanich a telekomunikaich systén 2., aktualizované a rozéhé
vydani. Praha : C. H. Beck, 2004, page 59
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The term license basically means a permit to usdoardo something. In the
case of software, it is the absolute privilegehaf author to choose what can and cannot
be done with the product that he/she has createglalithor can be a single person, who
has created the piece of software, or a group gplpeacting on behalf of a company or
a programming group. By using a license, the authees permission to the person
who acquires the software to perform certain astiasth it. This is realized using a

license agreement.

With internet, the forms of software distributiomve changed crucially and
various types of licenses are used. In the follgwparagraphs, | will give an overview
of the major types of licenses that are used terdehe the way of distribution of the

software.

3.3.1. Free software concept and the Open Source Initiates

The word ‘free’ in the ‘free software’ concept medreedom of action with the
software. The freedom applies to operation, copydigtribution, studying, changing
and enhancing of the software. Only programs whitfil all the mentioned criteria
can be marked as ‘free’, but key is the permissibredistribution and modification of
it.1?

The concept of free software was introduced inghdy 80’s, as computers for
commercial distribution were being more widely deped. Early software has been
distributed among interested people in a similay \aa in the idea of free software
today. In the year 1984 Richard Stallman (who firdtoduced the concept of free
software) came up with th6NU Project®. Initially, the goal of the project was to
create a Unix-lik€" operation system, which would be free softwaree GNU/Linux

operating system was developed and today, it id bgamillions of people all over the

Y The Free Software Definitioifree Software Corporation, Inc.; http://www.gra/philosophy/free-
sw.html [retrieved 28/2/2010]

2 “The name ‘GNU’ was chosen because it met a fewirergants; first, it was a recursive acronym for
‘GNU's Not Unix’, second, because it was a realdya@nd third, it was fun to say.’; Overview of the
GNU Systenkree Software Corporation, Inc., http://www.gng/gnu/gnu-history.html [retrieved
2/3/2010]

2L Unix-like operating systems are built from a cadiies of libraries, applications and developer taols
plus a kernel to allocate resources and talk totbedware Free Software Foundation Inc.,
http://www.gnu.org/ [retrieved 2/3/2010]
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world. In 1985 Stallman establishEsee Software Foundatigiwhich still operates in
the present day, in order to promote, protect aigdroze free software and the GNU
Project®?

The first ideas of the Open Source Initiative waresented by Eric S. Raymond
in his publicationThe Cathedral and the Bazaam 19972 The definition is very
similar to the previous type of software, but tippra@ach is slightly different. On one
hand it is loose and as the name explains, it esadohybody to see and use the source
codes, but on the other, it also restricts the suserways which Richard Stallman
rejected as they wouldn’t entirely agree to thégsmphy of his ‘free software’.

It is important to distinguish these two types oftware and the following
citation enlightens the problem in an understarelatdnner:

‘The two terms describe almost the same categmgfbare, but they stand for
views based on fundamentally different values. Openrce is a development
methodology; free software is a social movement.tk® free software movement, free
software is an ethical imperative, because onlye fsoftware respects the users'
freedom. By contrast, the philosophy of open soooeesiders issues in terms of how to
make software “better"—in a practical sense onfy.’

Therefore, the major difference lays in the pddticontext of the two terms;
free software propagates the freedom of use orother hand open source concept

shows economical advantages of the software.

22 The GNU ProjectGNU.org, http://www.gnu.org/gnu/thegnuproject.hiretrieved 2/3/2010]

% History of the OSIOpen Source Initiative; http://www.opensourcelbisgory [retrieved 2/3/2010]
%4 Stallman, R.Why Open Source Misses the Point of Free Sof(v29@7;
http://www.gnu.org/philosophy/open-source-misseshint.html [retrieved 2/3/2010]
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3.3.2. GNU General Public License and Copyleft

In order to protect free software, from turningirnto proprietary software
(discussed further in the chapter 3.3.3), the fumtsion of General Public License
(GPL) was written in 1989 by Richard Stallman aatdi it was used with GNU/Linux
Operating System software.

GPL is based on the concept ©bpyleft which ensures that the copies of all
modified versions of a program will remain as fre&tware, so that no conditions
restricting users in an unacceptable way woulddmed. It is based on Copyright law
(copyright defined and discussed further in theptdra3.4); basically, the terms of
distribution are added to the software, which nrastain unchanged when the program
is redistributed or modified. If a program is fréeit not protected by the copyleft, it is
possible that there will be a modified version &fale which is not free anymofe.

The scheme of GPL has been slightly changed oeeyelrs in order to fit the
system, as the distributors often tried to bypheditense for their own benefit.

3.3.3. Proprietary software, shareware and freeware

In the times, when computers became more commage lananufacturers
spotted a chance to make profit. They began dewgjagoftware with a prohibition to
enhance and redistribute iProprietary software is software that is owned aw
individual or a company (usually the one that depel it). There are almost always
major restrictions on its use, and its source cisdamost always kept secrét.’

In other words, proprietary software could be ahlide opposite of free

software. Users are restricted in modification disdribution of this type of software.

Sharewares usually distributed alternatively; over theeimtet, or together with
other products (magazines, hardware), but themwsys a fee involved in order to
unlock all the functions of the program. Sometiniess possible to use the software
fully, but that usage is limited either by time mumber of launches. Source codes to

most of shareware are not available to the avanages; therefore modification is out of

% What is Copyleft?Free Software Foundation; http://www.gnu.org/defi[retrieved 2/3/2010]
%6 Proprietary Software DefinitioriThe Linux information Project; http://www.linfarg/proprietary.html
[retrieved 2/3/2010]
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the question. The authors enable the users thérgaftware legally and free of charge,

if the software is good, it is the best way to atise it.

Freeware on the contrary to shareware cannot be definedasdy. Because of
the name, and availability it is frequently mistakfer free software by the pubffé.
There is one major difference, as for freewarerettaen’t source codes released with
the software, so yet again no modifications aresibts Freeware is distributed
similarly to shareware, mainly over the internetsulllly it is created as part of
campaigns for different products or services, ideorto give the creators some sort of
profit, but sometimes it is also used by the awghorpropagate their work, so that they
can make their next creation commercial, or perhagtsmodify their work and offer a

better version for a fee.

3.3.4. End User License Agreement (EULA)

EULA is the type of license agreement used with pathprietary software.
Originally, they were very brief and simple; thegntained the warranty and a reminder
not to copy and redistribute the software. Nowadtyesy are often monstrosities which
most of the users do not even bother to read beaaukeir length and complexity.

The concept is similar to the one of GPL, basicallprovides rules of using the
software, but the philosophy is completely diffarels the EULAs are written by the
authors of the products, they are often too restec The following comparisdf of a
few points out of the GPL and EULA for Microsoft Mdows XP should give a fair

picture of the differences of the two types of tise.

EULA:
= copying is prohibited
= the software may be used only on only one companerthat computer must
have no more than two processors

» updates to the software could change the EULA drbBoft so desires

%" Categories of free and non-free softwafece Software Foundation, Inc.;
http://www.fsf.org/licensing/essays/categories. hretrieved2/3/2010]

28 Comparison of Licenses for Proprietary and FreetBafe, The Linux Information Project;
http://www.linfo.org/eula.html [retrieved 2/3/2010]
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» the software may be transferred to another usgramte

= restrictions are imposed on reverse engineering

» Microsoft is granted the rights to collect infornoat about the user's system and
its use and to supply this information to otheramigations

= Microsoft is given the right to make changes to tiser's computer without
requesting permission

= awarranty is provided for the first 90 days

* no warranty is provided for repairs, updates oclpes

= any user has the right to copy, modify and rediate the software

* no party may prevent another from having these saghts

= no warranty is provided, as there is no fee

= the user has the rights to sell the software aratgehfor services for such
software

»= any patents related to the software must be lickfzeeveryone's use or not
licensed at all

= modified versions of the software must carry neriise fees

= the full source code must be made available

= f there is a change in the license, the generaigeof the existing one will be

maintained

Some EULAs went so far as to prohibiting the userctiticize the product
without permission. Clearly the limitations havedwipossibilities; the owners of the
software can really fulfill their needs and instllemselves against almost any potential
threat, which is why EULA is the object of largeakecriticism.
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34. Intellectual property and copyright law in Europe and the
Czech Republic

Now that | have given a fair picture about softwereation, types and licenses, |
can explore it from the legal point of view. Soft@as regarded to as intellectual
property and is protected by copyright law. In tbie@pter, | am exploring the concept
of intellectual property and origins of copyrightd, as it was originated in international
agreements. | am also providing an overview of peam legislation and Czech

Copyright Act.

3.4.1. Intellectual property concept

Intellectual property presents intangible assetschvhave been created by the
inventive activities of a human mind.

‘Intellectual property refers to creations of thaneh inventions, literary and
artistic works, and symbols, names, images, an@jdesised in commercé’

The concept is distinguished by several charatierettributes, which are
crucial for the understanding of its legal adjustimand its place on the market
(intellectual property on the following lines ideged to as ‘information’):

= Ubiquity — the possibility of existence of information aweral different places
at one exact time

= Non-exclusiveness use of the information by one subject does motugle its
use by another subject at the same time

*» The information isinconsumableupon use; therefore it can be used over and

over again.

It is also important to differentiate the infornmati (or property) itself from the

carrier. When consumers buy a CD, they often dorealize that they actually own

2What is intellectual properfyWorld Intellectual Property Organization; httpaw.wipo.int/about-
ip/en/ [retrieved 6/3/2010]
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only the one CD and not the content off it.

Intellectual property is divided into two categaridndustrial property, which
includes inventions (patents), trademarks, indastrdesigns, and geographic
indications of source; and Copyright, which inclsdierary and artistic works such as
novels, poems and plays, films, musical works,statiworks such as drawings,
paintings, photographs and sculptures, and archited designs. Rights related to
copyright include those of performing artists ineith performances, producers of
phonograms in their recordings, and those of br@estiers in their radio and television

programs.®

For my purposes, most important is the second oafedpecause software is
also included under copyright protection. Now thaave mentioned copyright, it is a
good time to define the term. If we explore the avidself, we can conduct, that it has
been created by the connection of two words: caopy right. It is now important to
point out that it does not mean that copying ightr ‘right’ as a permission from the
legal point of view. Copyright is defined athé legal right of creative artists or

publishers to control the use and reproductionhefitt original works®?

3.4.2. Protection of intellectual property by international agreements

The protection of intellectual property has roots the 18 century, the
international agreements, which have arisen at tina¢, would apply to software
protection in the present day.

At the beginning of all the agreements stoodRhas Conventionfrom the year
1883, it can be considered as the roots of inteymait relations regarding intellectual
property. Not long afterwards, in 1886 tBerne Convention for the Protection of
Literary and Artistic Workswas held. The principles, such as protection ofaak

without the regard to its form and protection ofrlw@ven after the author's death,

% Wiebe, Andreas. Perspectives of European Inteii¢@roperty Lawlnternational Journal of Law and
Information Technology2006, vol. 8, no. 2, pages 139-165.

3 What is intellectual properfyWorld Intellectual Property Organization; httpaiw.wipo.int/about-
ip/en/ [retrieved 6/3/2010]
%2 Definition of Copyright Encarta Dictionary. http://encarta.msn.com/ [ested 6/3/2010]
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which are known today, were first presented. Theveation held in Berne was the first
international treaty regarding copyrigfit.

Protection of an author’'s piece of work applies upis creation. Before the
treaty, the laws protecting author’'s work had oldgal character, so an author had
rights to protect his/her work only within his/hesuntry and could not influence what
would happen abroad. The Berne Convention appled author’'s right to protect
his/her work to all the countries which signedutitil the present day it went through
several revisions, last one in the year 1971 isBar

Next important treaty arises in 1994. TWerld Trade Organization Agreement
on Trade Related Aspects of Intellectual Propeatgp known a3 RIPS was a follow-
up to the Berne Convention, more importantly; itlugdes software under copyright
protection. It defines new types of protection agarich also the distribution over the
internet. It also clarifies the procedures of etiftg the law and the process of pursuits.
The TRIPS agreement established intellectual ptpgerthe sphere of international
trade and remains as the most complex adaptatithe tpresent day’.

In order to solve administrative problems, theited International Bureau for
the Protection of Intellectual Propertywas created, later it transformed intéorld
Intellectual Property Organizatignwhich operates until the present day under the
authority of United Nations and it currently hast8ember countrie¥.

In 1996 theWIPO Copyright Treaty (WCTWas adopted, with the main goal of
protecting the rights of authors, regarding elegtrodistribution of data and
information. The protection of software, explainedthis treaty references directly
article 2 of the Berne treaty, and it is emphasitteat computer programs should be

treated as literary workK.

3 WIPO Intellectual Property HandbooBecond edition. Publication no. 489. WIPO. 2(@dge 241.
Available at http://www.wipo.int/about-ip/en/iprretrieved 6/3/2010]

3 WIPO Intellectual Property HandbooBecond edition. Publication no. 489. WIPO. 2@@Hge 262.
Available at http://www.wipo.int/about-ip/en/iprretrieved 6/3/2010]

% Goldstein, P.International copyright: principles, law, and praoe. Oxford University Press US.
2001. Pages 52-55.

% About WIPO WIPO. http://www.wipo.int/members/en/ [retrievét8/2010]

3" Intellectual Property HandboolSecond edition. Publication no. 489. WIPO. 20@&ge 269.
Available at http://www.wipo.int/about-ip/en/iprrretrieved 6/3/2010]
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‘Computer programs are protected as literary workishiv the meaning of
Article 2 of the Berne Convention. Such protectapplies to computer programs,
whatever may be the mode or form of their expressio

The protection of software is analyzed in WCT inyw/as in no treaty before. It
even distinguishes between different implementatibeoftware (source code / binary
code). It is considered to be the base of most rlapbagreements regarding software

protection; Czech Copyright Act is practically bass these documents.

3.4.3. European Legislation

The fundament of software copyright protectionhe European Legislation is
the Directive 91/250/EEC of 14 May 1991, beingfirs of its kind.

Last year the European Parliament and the Coufiddunopean Union have
amended the Directive from 1991. On 23 April 200 document was created and a
month later the new Directive 2009/24/EC was reddand brought into effect.

| have compared both directives, to find out thaly slight changes were made
in order to clarify and rationalize what has alyedmben published in 1991. In the
following paragraphs | will point out most importgoints, which are common for both
directives, though I will only refer to the new Bative in the rest of this sub-chapter.

In the conformity with the Berne treaty, it statbat software is to be protected
in the same way as literary work. The protectiotohgs under the copyright law and
applies only to the expression of the authors -pthgram itself.

‘Protection in accordance with this Directive shafpply to the expression in
any form of a computer program. Ideas and prin@pMhich underlie any element of a
computer program, including those which underlgiitterfaces, are not protected by
copyright under this Directive’®

Onward, the Directive states that the owner ofrights to a program can be
either the author, a group of authors or the engrlay case where an employee creates

a program, unless his/her contract provides differe

% Buryan, J.Ochrana p@itacového programu v zahratiia v EU 2003. available at:
http://www.itpravo.cz/index.shtml?x=136835 [retrée6/32010]

% Directive 2009/24/EC of 23 April 2009. Article Raragraph 2. Available at: http://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=0J:L:200011:0016:0022:EN:PDF [retrieved 6/3/2010]
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Another important part of the Directive points ¢hét the member states should
punish according to their own law anyone who coraraity of the following acts:

‘(@) any act of putting into circulation a copy ofcamputer program knowing,
or having reason to believe, that it is an infringicopy;

(b) The possession, for commercial purposes, afpy of a computer program
knowing, or having reason to believe, that it isi@ininging copy;

(c) any act of putting into circulation, or the passion for commercial purposes
of, any means the sole intended purpose of whiclo igcilitate the unauthorized
removal or circumvention of any technical deviceiclhkhmay have been applied to
protect a computer prograni”

These measures are to be held, unless the actiantherized by the author
(which, I think, is not likely to happen), or ungegt collides with any other legal
provisions such as those concerning patent rigtrse-marks, unfair competition,
trade secrets, protection of semi-conductor proslactthe law of contract

3.4.4. Czech Copyright Act

In the previous chapter, | have given an overvidwEaropean Legislation,
considering copyright law. In the following paragina | will do a similar overview of
the Czech Copyright Act. It reflects the developteri previously described
international treaties and the European Legislatiotourse.

Again, there is one crucial law regarding copyrighatection, it is the Act No.
121/2000 of 7 April 2000, being the first to takare of computer programs copyright
protection. Yet again, there is a newer versionlabig, the Act No. 216/2006 of 25
April 2006. There were also several amendmentstwden the two Acts, but most of
the changes were made in order to specify the mgaito improve the formulation.

In the following paragraphs, | will again point dhe most important aspects of
the Act.

At the beginning the Act defines its scope — whigtes of work does it apply to

and it also defines the author and how the coptedwork comes to life.

402009/24/EC of 23 April 2009. Article 7. ParagrabhAvailable at: http://eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=0J:L:20011:0016:0022:EN:PDF [retrieved 6/3/2010]
41 2009/24/EC of 23 April 2009. Article 8. ParagraphAvailable at: http:/eur-
lex.europa.eu/LexUriServ/LexUriServ.do?uri=0J:L:200011:0016:0022:EN:PDF [retrieved 6/3/2010]
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‘The copyright in a work shall arise at the momeiten the work is expressed
in any objectively perceivable forrf.’

The personal and ownership privileges of the augingg him the right to choose
what he/she will do with the work, including the yvaf release, permissions of editing
and distribution (sale, rent, public broadcast)efthe author is also given the right to
claim remuneration upon resale of his work.

In the end, infringement is defined, so a pers@aks the law if he/she:

‘a) makes unauthorised use of an author’s workstctiperformance, phonogram or
audiovisual fixation, radio or television broadcast database;

b) Infringes copyright in the manner specifiadArticle 43 Paragraph 1 or 2, or in
Article 44 Paragraph 1; Or

c) As a trader involved in the sale of an oraiof a work of art, fails to fulfil the
notification duty under Article 24 Paragraph 8’

In order to give a full understanding to the presgcitation, | will explain the
content of mentioned articles and paragraphs. lard@ Paragraph 1 or 2, and in the
Article 44 Paragraph 1, the characteristics ofvgafé infringement are given, basically
it consists of any action against the conditionscded by the author. Article 24
Paragraph 6 states, that if any work is resoldfore than 1500 EUR, the author has a
right to know.

The fines for such actions are specified as upZi 150,000,- in clause a), up
to CZK 100,000,- in clause b) and up to CZK 50,000¢lause c).

Clearly, the copyright law is much more specifiedhe Czech Copyright Act,
in comparison with the European Legislation, whiglecause it must be possible for

the member countries to adjust the laws for thein gonditions.

2 Act No. 216/2006 of 25 April 2006. Article 9. Pgraph 1. Available at:
http://www.mkcr.cz/assets/autorske-pravo/vnitrostatavni-predpisy/AZ_2006_-
__pln__zn_n__ v _anglick_m_jazyce.doc [retrieved BJ30]

43 Act No. 216/2006 of 25 April 2006. Article 105a105 b. Paragraph 1. Available at:
http://www.mkcr.cz/assets/autorske-pravo/vnitrastatavni-predpisy/AZ_2006_-

_ pIn__zn_n__v_anglick_m_jazyce.doc [retrieved BJ30]
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4. Software piracy analysis

4.1.  Software piracy definition and types

The aim of the theoretical part (literature revief)my thesis was to point out
and walkthrough all the important factors and dateants when dealing with software
itself and the infringement of copyright law. Theason is simple; | wanted to prepare
the ground for this moment, so that when it coneeshe moment of defining the
hitherto avoided termoftware piracyeverything else is clarified to the reader already

| will offer several definitions from different sazes and then | will summarize
them together with my viewpoint on the topic basadhe information acquired so far.

In various sources, software piracy is described as

= ‘...thecopying or use of computer software in violation of itefise*

= ‘...the unauthorized copying or distribution of cogyted software. This can
be done bycopying, downloading, sharing, selling, or installing mple
copies onto personal or work computets.’

= ‘...the illegal copying of software for distribution within the organizaui, or
to friends, clubs and other groups, or for duplioatand resale®

The definitions are very similar, and have one ingd thing in common. |
have previously gone through the ways of protecsioigware, by licenses and the law.
Piracy in this case clearly means breaking thesroliethe protection in one way or
another. The most common and recognized wayjpying, which when unauthorized
is not unlike stealing. The other various typesaftware infringement will be further
described in the next chapter. Because there wfffrmally given way of categorizing
the types of software piracy. Different sourcescdbs the subject from their own point
of view, so | have decided to assort the types tfyisea brief manner which will give

the reader an understandable overview.

4 Definition of Software piracy The Linux Information Project. 2006. Available at
http://www.linfo.org/software_piracy.html [retriedte€d/3/2010]

“>What is software piracyBusiness Software Alliance. Available at:
http://www.bsa.org/Piracy%20Portal.aspx [retrie@¢sl/2010]

“® Definition of Software piracySoftware MAG. Available at:
http://www.pcmag.com/encyclopedia_term/0,2542 ttvgafe+piracy&i=51693,00.asp [retrieved
9/3/2010]
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4.1.1. Counterfeiting

This is the most radical type of software piracheTprocess often consists of
hackind’ and cracking’®. The goal of this process is to create or enhancepg of
software which can be then used freely, or to ereat additional program which
enables the use of that software. Such softwatieeis distributed through the internet.
Sometimes the objective of this action is the salguch counterfeited software in order
to make a profit.

Counterfeited software is often referred to vasrez — a slang term which

originated from the word wares (goods) and its enbment througteetspeak’.

4.1.2. End-user piracy

End user of a computer program is simply the peveonm uses it. Therefore end-
user piracy refers to illegal use of software.

The simplest way this can happen is by overusimglitense. Let's say, you
have a legally bought computer program with a keefor one computer and the
duration of one year. If you choose to use thiswsie on more computers and/or for a
longer period of time, you are breaching the teomthe license. Also, if you decide to
borrow such software to your friend, it is alsoiagathe terms of use of such software
and both you and your friend are acting againsis Type of infringement also occurs in
companies, where software is sometimes installedhore machines than the license
allows.

Sometimes, end-user piracy can occur unconsciolsydware distributors
might install software onto their product befordisg it to a customer and either forget
about it — then both sides unconsciously breallathe or they preinstall the software
and then sell the product with the software insthllyet without providing the customer

4" Hackingmeans breaking into the storage device of anaitvaputer or a server through a network
(preferably internet) in order to steal data.

“8 Crackingmeans breaching the technological protection fifwswe itself, this is nowadays a part of
every major piece of software and exists in ordegrevent unauthorized use.

9 Leetspealis the way of speaking used by certain (gamingathdr..) online communities, it consists
of changing letters in words in order to phoneticakpress or emphasize them, also sometimesdetter
are exchanged for numbers and/or symbols whickiaréar; e.g.: 1 instead of L, 3 instead of E, 7
instead of T => leet = 1337
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with a license — customer then breaches the lawnswously on behalf of the action of
the distributor/manufacturer.

Another way this can occur is by acquiring the wafe in an illegal manner,
such aglownloading? it without permission from networks and/or websitehich offer
counterfeited software. Such illegal software cdsoabe bought, therefore it is
important to buy from trustworthy sources. Softwaféered at online auctions or
offered by street salesmen can be dangerous innmbsner, firstly, the distributor
breaches the law, but importantly, once you detidase such software, you are also

acting against the law!

4.1.3. Unauthorized distribution

This type of piracy comprises partly of both prexly mentioned types.
Renting, sellinguploading”, sending software against the terms of its usg! idlegal
activity!

The most common way of illegal distribution is thgh the internet, as there are
various possibilities of using the internet in artiespread software illegally:

Upload to distant servers:On the internet, there are several servers wifien o
the service of uploading files and consecutivelsrsty the uploaded files with other
people. The size and speed of download/upload dspen the type of service, in
several cases it is possible to buy a ‘premium @etavhich enables the user to operate
with larger files at greater speeds. Such servacescompletely legal, as in their user
terms, they state that uploading material in coltisvith copyright law is not permitted,
but there are so many users that it is not possileheck whether all of them are
following the rules.

Most widely used ar&kapidshare.com, Megaupload.cand from the Czech
ones | can mentiobloz.to!

There is also a possibility to upload files to arPFserver and share the address
and consecutively the files on the server, but lhsuhis kind of distribution is

restricted to small groups of people who sharedtita among themselves.

*0 Downloadingmeans retrieving data from the internet (distanvear) onto the local hard disk.
*! Uploadingmeans recording or sending data onto a distamés#hrough the internet or other network.
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Discussion forums:There are various warez oriented discussion foramghe
internet with different focus, and available infdrent languages. Users share the links
to uploaded files (on servers explained previousiyjich they uploaded themselves or
links that were uploaded by other users, which tteeynd on the internet. It is usually
necessary to register and post a certain numhbsrsis on such forums, in order to keep
them running and functioning.

There are really a large number of such forumsheniternet, they often use
their hightraffic®® in order to generate income by advertising —rsglbanners on the
website, or sending adverts through email to reggst users.

Peer to peer networks:On the internet several such networks are functopni
Their principle is based on a large number of usermected to this network. They
share data among themselves; everyone can acaesktd from anyone else who is
also connected. Some of the most widely knownNapster Kazag Direct Connect
eMule.

Torrents: Torrent is a file type, which contains informatiabout the file, such
as name, size and sources of download. Variousalpprivhich operate as search
engines and download coordinators, exist. Theyatonhformation about availability
of different files.

Several different programs can be used as downttiadts; the principle is
similar to peer to peer networks, as users downoétk, they automatically share the
already downloaded part with other users, so timd lof distribution is mostly used
with recently released files, or very popular ones.

Most widely known portal offering search of torrentis definitely
ThePirateBay.orgor TorrentReactor.netAmong the programs used for downloading

torrent files, | will mentiorBit Comet.

2 Number of visitors who visit the website, overaipd of time
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4.2. Thefight against software piracy and its determinant

As a counterpart to software piracy we can consiblerorganizations which
fight for copyright protection. Although the maioaj of these organizations is the fight
with crime in the field of copyright law, their dadrity in the field is only limited. Such
organizations, operating in the Czech Republic lsvkmited options and competence,
that they could as well be called consultant expertthe field of copyright protection.
Their activities are limited to be of assistancetite competent authorities (namely a
state institution — specialized police investigatanit) and they also run anti-piracy
campaigns. In this chapter, | am focusing on thestnrecognized organization —
Business Software Alliance (BSAhd how it operates. In the end | will discussthier

it is successful in its fight.

4.2.1. Business Software Alliance

BSA is the most important and recognized commerorganization which
operates in the field of software copyright pratactin the Czech Republic and the
whole world. It operates from the year 1988 andefiresents major world software
manufacturers (Adobe, Dell, Intel, Microsoft, Siammeand many more) and it operates
in more than 80 countries all over the world. lpe@tion is financed from membership
fees

The major goal of this organization is to proteatl greserve the copyrights of
its members. The way it does this is by investigatiases of piracy (and informing the
police) and tries to prevent it from happeningha first place. It attempts to educate the
public and the companies in the field of softwaranagement, copyright protection,
safety of information technologies and basicallythimg to do with the internet and
software. BSA operates in more than 80 countriesvalr the world.

With the assistance dhternational Data Corporation (IDC)BSA releases
reports and statistics on global piracy rates. Base these researches, it launches

focused anti-piracy campaigns. In the year 2008\ Bfind out that most of the illegal

%3 Cizek, J.:Strasak jménem BSA, vime jakitdceské piratyAvailable at: http://www.zive.cz/Titulni-
strana/Strasak-jmenem-BSA-vime-jak-pocita-ceskatpisc-21-a-141943/default.aspx [retrieved
15/3/2010]
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activity in the Czech commercial sector happenednmaller companies (up to 50
employees), as a reaction to this, they contactéOD such companies with
information on software piracy and impacts it coblve on companies using illegal
copies of software.

BSA operation, at least in the Czech Republic esyvcontroversial. Some
methods the organization uses in the fight aggirsicy are said to be immoral and
intimidating. Great controversy was raised for eglemin 2001, when BSA sent a
video™ of a fictive police raid, which discover illegabfsvare used in a company and
consequently arrested the executive officer, whid $logan ‘we know more than you
think’. This video recording was sent anonymouslytens of thousands companies.
That is just one of controversial activities ofstlurganization, it is also known for its
campaigns which encourage people to report piragéth a possibility to report it

anonymously.

4.2.2. Determinant of software piracy

As | have already mentioned in the previous sulptgra BSA with the
assistance of IDC carries out research with theadimeasuring software piracy rates in
countries where it operates.

Software piracy rate in a country is a determinainthe amount of software
piracy within a country or a region, shown as tbeecpntage of illegal software from the
total amount of software used in the country. Inecessary to describe the method
which is used by IDC to calculate software piraates, because | will be using their
data in most of my calculations later. All data didey IDC in the calculations is

conducted by research in different countries.

The piracy rate is calculated in the following pedare:
1. The number of total software units (TSU) is caltedabased on the
number of PCs multiplied by the average number afware units
(SpPC) used on each PC:

> Available at: http://www.youtube.com/watch?v=kY @@TNGc [retrieved 15/3/2010]
%% Stransky, P.Jezuité od BSA: &l s\ti prostedky Available at: http://www.lupa.cz/clanky/jezuitelo
bsa-ucel-sveti-prostredky-dovetek/ [retrieved 15330]
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TSU = PCs * SpPC

2. The number of legal software units (LSU) is caltedabased on the
software market value (SMV) divided by the averagee of software
per system (PpPC):

LSU = SMV / PpPC

3. The number of pirated software units (PSU) is dated simply by
subtracting the number of legal software units (L&0m the number of
total software units (TSU):

PSU =TSU - LSU

4. Finally, the piracy rate (PR) is calculated by dividing the number of
pirated software units (PSU) by the number of totalsoftware units
(TSV):

PR = PSU / TSU = rate of piracy in %

Several sourcé® claim that the methodology used by BSA to deteatine
piracy rates is deceptive, because various impboféators are not taken into account,

so among other points | will discuss that in thetrebapter.

4.2.3. Discussion

As | have stated before, BSA is being continuouwsitycized for several things,
primarily for its ‘gestapo’ techniques - its atteisigo educate public and companies
spread fear rather than knowledge. Secondly, atss being criticized for the fact that
its policy is not objective due to the fact thatsitfinanced by software manufacturers.
Finally, some critics even reach as far as to dglagnthat the methodology and statistics

°% 1. BSA tradine mlzi, a vSichni ji to bastBloc.cz; http://www.bloc.cz/bloccz/internet/ari.&bsa-
tradicne-mlzi-a-vsichni-ji-to-basti.aspx Bekolik poznamek k ,piratské” metodicBloc.cz;
http://www.bloc.cz/bloccz/internet/art_217/nekopkznamek-k-piratske-metodice.aspXBEA or just

BS The Economist;

http://www.economist.com/research/articlesBySulbfisplayStory.cfm?story 1D=3993427&subjectid=1
198563&source=login_payBarrier 4. Zeman, BISA tajemstvi zbavenupa.cz;
http://www.lupa.cz/clanky/bsa-tajemstvi-zbavena/
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are deceptive and faulty. So a couple of questaris® and | will discuss them in the
following paragraphs.

Who else should be financing such organization, theovernment, or
perhaps the developers of free software?

BSA is not an independent company, which is a fachust generate an income
in order to finance its operation somehow, so féms membership are a pretty
straightforward and easy way to do so, but do #fésct the policy of the organization?

Both of the above questions are very hard to an€B&®A, based on the research
carried out by IDC claims that piracy has horrificpact on the economy of a state,
namely GDP, amount of taxes generated from softwales and unemployment rates
(within IT manufacturing and development). If thenmbers are at least approximately
true, it would not be a bad idea for the governnterihink about wider participation in
the fight against piracy. More objective approaabuld definitely bring better results
and the money invested would be generated throoghniprovements in a couple of
years. The idea would not be to enforce the poliepartment which investigates
software criminality at the moment, but rather teemsubject which would educate and
enlighten the public and companies in a friendéied wider manner (discussed further
in the chapter 5.1.1).

Is the research data, namely the piracy rates, rel@nt?

There are several factors which BSA didn’t take iatcount. First off, some
sources claim, that while gathering research datdéhe study, IDC only contacted the
major companies operating on the market, which daukan, that they skipped a
whole group of smaller retailers selling IT productt is also a fact, that the same
methodology used for different countries is notatlyavery good, as the availability of
information is not same for example in the USA andimbabwe.

It is also important to realize, that even thoulgé tate of piracy is decreasing,
the actual amount of pirated software is incregsb@gause the amount of computers
within a country increases every year, more so#wanits are present, so even though
the rate is smaller, the number of pirated unitagber.

There are certainly small flaws in the methodolagych BSA uses to report on
the piracy rates, but as the data is collectedimoously through a long period, and

analyzed with the same methods, the trends of dprwednt of the data are relevant
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even though the exact numbers might not be. Unfately, it is the only data available
and | do not have a capacity within this thesidaomy own research, so | will have to

calculate with the data given even though | asstinaieit isn't 100% relevant.

4.3. Economic analysis of software piracy

In this chapter of my thesis, | am going to expltdte economical factors of
software analysis, based on the microeconomic itbe@f market and prices, supply

and demand and consumer behavior theory.

4.3.1. lllegal software market — supply & demand

A market is the collection of buyers and sellers that, throubhkir potential
interactions, determine the price of a product oset of products’’ Therefore, the
market is determined by supply and demand.

On the legal software market, this scheme isgittdorward, the side of supply
is represented by software manufacturers, who dpvahd sell the software on the
market through retailers, who can operate as orglistores on the street, as virtual
stores on the internet or the combination of bdtie demand side is then represented
by the consumers, who visit these stores in o@éuy the goods physically, or online.
Both of these sides are aware of the copyrightdad they are acting in a way which
doesn’t breach it.

On the other hand, the scheme of illegal softwaagket is rather different. The
supply side can be represented by several diffdypeis of subjects as is described in
the ways of distributing illegal software in theepious chapter. | will summarize them
briefly and divide them into 2 groups, based ondize of profit they make from their
actions.

1. The first group consists of theuppliers, who do not make profit from
distribution the illegal software. These suppli@ither do not realize the
consequences of their actions and they act on tbehdtiendship, or their
activities are based on their beliefs — they kndwatithey are committing and

they do not care, a sort of rebellion against tifexsre manufacturers.

*" pindyck, Robert. S., Rubenfield, Daniel. Microeconomics, sixth editioage 7.
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2. The second group consists of theppliers, who do make profitfrom their
distribution of the illegal software. Definitelyhése suppliers know that they

are acting against the law, because they do thioprofit.

The demand side of illegal software market is dtwpite similar to the one of
the legal software market; it is formed by conswsneno are willing to buy the goods. |
have used ‘buy’ for a reason, because as | willeemgn the next subchapter, even
software which is retrieved illegally and whichnigt actually paid for costs something.

We can observe several features which distinglhglset consumers from the
ones that buy software legally. In order to expldiese, | will again sort out the
consumers into 2 groups, this time, based on theeaf the action.

1. First group consists of theonsumers, who are not awareof software
licensing and/or copyright law at all; therefore ilwhacquiring or using the
goods, they are breaking the law unconsciously.

2. The second group consistsaiinsumers who are awaref copyright law and
licensed software, perhaps they even obey the taif@low the licenses, but
still, sometimes (or all the time) they acquirdl@gally.

The reasons for the illegal activities of the cansus from the first group are
clear, they are simply not enough educated, ogktdned in the field. More important,
for our purposes are the consumers from the segangb, | am going to explore their

behavior in the next chapter.

4.3.2. Price of illegal software

When a consumer decides, whether to buy softwayaljeor illegally, he/she
always weights the possibilities and/or attribuaéboth options against each other. The
goal is to find the most profitable solution, whishthen chosen. That is of course if
morality is not taken into account. At first sigttie price of pirated software seems to
be null. But several factors must be taken intcoant Firstly, the time spent while
searching for the source of the software couldriterpreted as time that could have
been spent at work, therefore it would be compagainst hourly wage. In case of
downloading the software, price of internet conimecimust be taken into account.

More importantly, when committing a crime, the ambwf risk must be weighted
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against the amount profit. The amount of risk wogclthsist of either a fine for
committing a crime or time spent in prison.

‘The approach taken follows the economists' usuadlysis of choice and
assumes that a person commits an offense if thecg utility to him exceeds the
utility he could get by using his time and othesaarces at other activities. Some
persons become "criminals," therefore, not becahs& basic motivation differs from
that of other persons, but because their benefitsasts differ™

In order to compare the prices of legal and illegstware, we have to calculate
the price of illegal software first.

| am going to use the concept of expected valimeorder to calculate the price,
considering one possible outcome — acquiring ofstifevare illegally. The formula for

the calculation will look like this:

Probability of capture (PrC) * Punishment (PU) + Casts of acquiring (CA)

| will perform this calculation with data from thgear 2008 acquired from the
CSU°, MVCR®, BSA*.

Primarily, | have to calculate PrC. In 2008, therere 5,16 million computer
users aged 16+ in the Czech Republic, by usin@@®8 piracy rate of 38%, | will get
the number of illegal software users. Secondly,ill @ompare it with the number of
cases of copyright infringement from criminalityatsstics, which was 89 in 2008, in
order to calculate the probability of getting catagh

PrC = 89/ (5168459 * 0,38) = 0,000045

*8 Becker, Gary SThe economic approach to human behavitage 46.

% pindyck, Robert. S., Rubenfield, Daniel. Microeconomics, sixth editiofPage 155.

%0 Use of ICT by person, Czech Statistical Office ielale at:
http://www.czso.cz/csulredakce.nsf/i/vyuzivani_jetnotlivci_2005 2009/$File/vyuzivani_ict_jednotliv
ci_05-09.xls [retrieved 17/3/2010]

®1 Kriminalita za obdobi od 1.1.2008 do 31.12.200&iserstvo vnitra. Available at:
http://www.policie.cz/soubor/12-2008-statistiky-pled-vusc-xls.aspx [retrieved 17/3/2010]

62 SixthAnnual BSA and IDC Global Software Piracy Stuslysiness Software Alliance. Available at:
http://global.bsa.org/globalpiracy2008/studies/glpiracy2008.pdf [retrieved 17/3/2010]
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When defining the punishment, | will refer to theze€h Criminal Law
140/196%° and use the maximum stated punishment — 5 yegssison and a fine of
CZK 150,000,- (Chapter 3.4.4). For the purposespfcalculation, | will interpret the
punishment as money which could be earned duriegettb years — 60 salaries.
According to the CSU, the average monthly salanttie year 2008 is CZK 23 430,-.

Therefore:

PU =60 * 23430 + 150000 = 1555800

Defining the cost of acquiring of pirated softwasevery hard. | will use the
scenario where the consumer downloads the file ftbeninternet. Costs of internet
connection will not be taken into account, assumingt as a computer user, the
consumer also has an internet connection. In mgutzlon, the price of acquiring the
software will be the crucial part when comparing firices at the end, so | will estimate
a price for acquiring a certain piece of softwarerder to use its price for comparison
later. My choice is Microsoft Windows XP Professagnwith the file size of 316.43
MB and internet connection with the speed of 8 Mhie download will take a little
over 30 minutes. In our case, the downloadable ifleompressed and split into 4
segments, when downloading these, it is necessaryvdit 30 minutes before
downloading the next segment, which increases tbenbtbad time to 2 hours.
Assuming 20 minutes of searching the file and Y¥Gefdracting it, the time of acquiring
the software added up to 2,5 hours maximum. | amggi interpret each hour spent as
an hour of potential working with the wage of CZK6l- (according to the average
gross salary divided by 160 — approximately the Inemof hours spent in work in a
full-time job).

With all the data necessary acquired, we cantstée calculation:

Price of illegal software = PrC * PU + CA =0,000045 * 1555800 + 2,5 * 146 =
435,01.-

83 Czech Criminal Code 140/1961. Available from:
http://www.lexdata.cz/web/sb_free.nsf/c12571d2004628000000000000000/c12571d20046a0b2¢1256
6d40071eccf?OpenDocument [retrieved 17/3/2010]
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Consumers, who economically evaluate the possdsilof acquiring Microsoft
Windows XP Professional, should therefore complaiserice with the price for which
a copy of the software could be obtained legallye price for a legal copy varies, its
price is CZK 3 983% at one of the major online retail shops for IT.

Even though | have used the highest possible porast for acquiring the
software, the expected value of illegal softwargyc@f Microsoft Windows XP
Professional was almost 10 times smaller, theredarebvious choice for a consumer.

The calculation was carried out mainly in order gwe a picture of the
inequality of prices of legal and illegal softwaikéhere are several other factors which
could be brought into consideration, with theseetbgr with more detailed resources
the calculation would have been on a completelfedint level of efficiency. However,

as a model of the situation, it should be enough.

4.4.  Current Situation of software piracy

In this chapter, | will at first briefly report aine global piracy situation, given
the data from BSA'’s reports. Afterwards | will rep@n the situation in the Czech
Republic, where | will also analyze the data inesrtb find relationships which affect
the piracy rate.

4.4.1. Global software piracy situation

According to theSixth Annual BSA-IDC Global Software Piracy Sfddyom
May 2009, global piracy rate has risen from 38%4166. The rates improved (in about
52%), or stayed similar (in about 35%) in the mi&yoof studied countries. The
increase in piracy rates are due to the situatidhe countries with highest piracy rates,
because of the rapid improvement of hardware maikeihese countries as an increase

in the potential means of illegal activity.

6 Available at: http://www.alza.cz/oem-microsoft-wimws-xp-professional-cz-ceska-czech-cd-sp2-
legalizacni-sada-ggk-d108776.htm [retrieved 17/3(80

% Sixth Annual BSA-IDC Global Software Piracy St2§09. Available at:
http://global.bsa.org/globalpiracy2008/studies/gédbiracy2008.pdfretrieved 17/3/2010]
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Table 1

10 countries with the 10 countries with the lowest
highest piracy rate piracy rates
# | Country Piracy rate | # | Country Piracy rate
1 | Georgia 95% 1 | United States 20%
2 | Bangladesh 92% 2 | Japan 21%
3 | Armenia 92% 3 | Luxembourg 21%
4 | Zimbabwe 92% 4 | New Zealand 22%
5 | Sri Lanka 90% 5 | Austria 24%
6 | Azerbaijan 90% 6 | Belgium 25%
7 | Moldova 90% 7 | Denmark 25%
8 | Yemen 89% 8 | Sweden 25%
9 |Libya 87% 9 | Switzerland 25%
10 | Pakistan 86% 10 | Australia 26%
- |Average 90% - |Average 23%

Sources:Piracy rates, BSA.org, 2009; own calculations

As shown on Graph no. 1, the most significant iasesin piracy rates in last

years is recognizable in the regions of Asia/Pa@fhd Middle East/Africa. In the rest

of the regions, the rates have a rather declimewgdt Best off are the regions of North

America, Western Europe and the countries of Elanpgnion.

Graph 1
Piracy Rates by Region (2003-2008; in %)
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Source: Piracy rates by region, BSA.org, 2009
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As clearly seen in Table no. 1, the highest-pireatg countries are Armenia,
Bangladesh, Georgia, and Zimbabwe, all over 90% Situation in these countries
mostly affects the global piracy rate, as statesvalkand is mostly the outcome of the
state of the market, which is mostly influencedlMy government, as these countries do
not incline to have a free market economy.

The lowest piracy rate countries are the UnitedeStalapan, Luxembourg, and
New Zealand, all around 20%. These on the othed ltnincline into having a free

market economy

4.4.2. Situation in the Czech Republic

In this subchapter, | will look at the situation sxfftware piracy in the Czech
Republic in more detail. Due to tHgixth Annual BSA-IDC Global Software Piracy
Study® from May 2009, Czech Republic has a 38% piracg edtthe end of the year
2008, ranking among top 30 countries with the ldvpascy rate. However, the average
rate for European Union is 35%, so in comparisotheother EU countries, we still
have to improve, not to mention that the averagaiafs of 10 countries with the lowest

piracy rates is 23% - which offers even more sgacenprovement.

Table 2
Year 1998 | 1999 | 2000 | 2001 | 2002 | 2003 | 2004 | 2005 | 2006 | 2007 | 2008

Piracy rate | 45% | 42% | 43% | 43% | 40% | 40% | 41% | 40% | 39% | 39% | 38%
Source: Piracy rates Czech Republic, BSA.org, 2002-2009

| have collected data from all previous softwamagy studie¥ in order to show
the development of software piracy in the CzechuRép over the last decade. Over the
period, software piracy rate has dropped by 7%ckvin less than a percent yearly in
average, but a clear declining trend is apparenshaw on the Graph no. 2 and Table
no. 2.

% Sixth Annual BSA-IDC Global Software Piracy Stfy09. Available at:
http://global.bsa.org/globalpiracy2008/studies/gédbiracy2008.pdfretrieved 17/3/2010]
®7 Available at: http://www.bsa.org/globalstudy/ fieved 18/3/2010]
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Graph 2

Software piracy rate development in the Czech
Republic (1998-2008; in %)
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It is apparent, that the situation is stagnatirsgtheere are years, where the rates
remained the same (2000-2001, 2002-2003) and ewars where the piracy rate had
risen (2000 and 2004).
Graph 3

Software users in the Czech Republic, 2005-2008
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Using the information from the Table no 3., | hgletted a graph (Graph no. 3)
showing the amount of software users together Webgal software users. This graph
clearly shows that even though the piracy ratednapped by 2% over the period, the
number of illegal software has definitely grown.aths because the decrease of the
piracy rate is too slow in comparison with the ease of the software users in the
Czech Republic.

Table 3
Year 2005 2006 2007 2008
Software users 2790714 | 3541342 | 3921199 | 4 760 904
Piracy rate 40% 39% 39% 38%
lllegal software users 1116286 | 1381124 | 1529267 | 1809143
Cases 791 354 462 89
Probability 0,071% 0,026% 0,030% 0,005%

Source; Piracy rates Czech Republic, BSA.org, 2009, owoutations
As shown in Table no. 3, | have also calculatesl pihobabilities of getting

caught (same method as in chapter 4.3.2) for the@2005-2008 (unfortunately, | was
unable to retrieve user, as well as criminalityadabm before 2005), in order to try and
study the relationship between the probability anmdcy rates. Clearly, the piracy as
well as the probability of criminals to be caughvl a tendency to decline, there is not
likely to be any kind of dependency. The probaietitof getting caught are so low, that
| doubt that they play any but an insignificanteroh the improvement of software
piracy rates over the years. | have calculatecctifficient of correlatiorwith a result
of 0,975652677, which proves that the two data lset® a positive linear relationship,
yet only as data sets. If the relationship was @hounto practice, it would actually
mean that the lowering of probability of gettingughat helps lowering the piracy rates,
which is absolute nonsense.

Unfortunately, | was not able to retrieve any da&tgarding the development of
legal software prices, it would be interesting ¥plere whether there is a dependency
between them and the piracy rates. | am assumigath the prices play significant
roles in the decision making process of the consyasshown in the chapter 4.3.2), |
could probably prove a negative linear relationsbgiween software prices and the
piracy rates.

Further, | have collected sets of data, of the GIDB average gross monthly

salaries for the same period as | have alreadyhgasoftware piracy rates (Table no. 4),
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in order to study the relationships of the datmlusing the GDP and consecutively the
salaries as determinants of the general stateecd¢bhnomy of our country.
‘GDP is a measure of value of all the newly produgedds and services in a

country during some period of tim&.’

Table 4
Year 1998 1999 2000 2001 2002 2003
Piracy rate 45% 42% 43% 43% 40% 40%
GDP 1996 483 | 2080 797 | 2 189 169 | 2 352 214 | 2 464 432 | 2577 110
Gross 11801 12797 13594 14750 15911 16905
Salaries
Year 2004 2005 2006 2007 2008 -
Piracy rate 41% 40% 39% 39% 38% -
GDP 2814762 | 2983862 | 3222 369 | 3535 460 | 3 696 389 -
Gross
Savherl 18025 18940 20158 21621 23430 -

Source:Piracy rates Czech Republic, BSA.org, 2002-2009P@Id average gross monthly salaries
time serie<’SU

| am assuming, that as the economy improves, tharies will be higher,
offering a larger budget co the consumers and fitver¢hey will be willing to buy more
good$? - in this case legal software. Both sets of datukl prove to have a negative
linear relationship with the piracy rates.

Graph 4
Realtionship between piracy rate and the GDP (1998-
2008)
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% Taylor, John B., Weerpana, AconomicsCengage Learning, 2007
% pindyck, Robert. S., Rubenfield, Daniel. Microeconomics, sixth editioages 79-85.
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First, | have compared the development of piratgsrand the GDP (Graph no.
4). | have calculated thepefficient of correlationwith a result of -0,872925719, which
shows as | have assumed before, a relatively stneggtive linear relationship — the

higher the GDP, the lower the piracy rate.

Graph 5
Realtionship between piracy rate and average gross
monthly salaries (1998-2008)
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Source: Piracy rates Czech Republic, BSA.org, 2002-200%®rége gross monthly salaries time series
CSu

Next, | have studied the relationship of the piraeye and average gross
monthly salaries, as shown on the Graph no. 5.velalculated theoefficient of
correlation of the two sets of data and the result was -0,20884, which proves a
strong negative linear relationship, very similar but slightly stronger than of the
piracy rates and the GDP.

There are several factors affecting the softwaracyirate in our country. BSA
claimg® that the improvement of piracy rates is happemiainly due to quality work

of police and effectiveness of their anti-piracyngaigns, as these factors definitely

0 Press Release regarding the Sixth Annual BSA-IDEb& Software Piracy Report. Available at:
http://global.bsa.org/globalpiracy2008/pr/pr_czeghpdf [retrieved 18/3/2010]
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have some influence on the situation, | tend tmkhihat rather the spread of free
software users and improving economical situatibrthe country have the positive
effect, as the probability of getting caught whitemmitting a software fraud is so low,

it is hard to believe what BSA claims to be th@ést part of the piracy rate decline.

4.4.3. Future forecast of software piracy rates in the Czeh Republic

Table 5
Year 2009 2010 2011 2012

Piracy rate estimate |38,71% | 38,57% | 38,49% | 38,47%
Source:own calculations

| have used the data set of software piracy rates the years 1998-2008, to
calculate the data for another 4 years, up to 28%8%een on Table no. 5. | used the
methodtrend line analysis
Graph 6

Software piracy rate development in the Czech
Republic with trend line up to 2012 (in %)
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Source: Piracy rates Czech Republic, BSA.org, 2002-20097 oslculations

The coefficient of determination R?, as shown on the Graph no. 6, shows a

rather strong dependency, so the estimate is plploaite accurate. The future piracy

43



rates in Czech Republic will continue to declineecérding to my calculations, they
will decline less than 0,1% portion each year, Whi likely to grow, because at the
moment the global economic crisis definitely infiges the piracy rates largely and

causes them to stagnate.

5. Conclusions

5.1. Possible solution suggestions

One of my initial goals was to present possibleisohs or ways of improving
the situation. Based on my findings, | have sumrpeali several possibilities of

improvement, which are presented in this chapter.

5.1.1. Government funded resources and education

As | have already mentioned previously, one ofgbssible ways to improve the
situation of software piracy in our country is tdueate and enlighten people in the
problem of software piracy through government fuhdesources.

The operation of organizations which fight copytighfringement usually only
pushes the consumers into buying original copiesaitware through threatening,
rather than education, without even giving them plassibility to choose what they
want.

Government funded resources, created with the tgosibread information into
both public and commercial sectors would enableaging of objective information in
an acceptable manner.

Another, but certainly rather radical way to entagyh consumers would be the
possibility of distributing booklets together wiold hardware components. These
booklets would contain information about commersiaftware and on the other hand
also information about free software options, idevrto give the consumer a possibility
to choose from more legal possibilities.

| feel that the issue of free alternatives to comuiaé¢ software has a great

potential, so | have dedicated a whole sub-chdgtér3) to this topic.
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5.1.2. Legalizing software for non-commercial use

A rather radical suggestion, yet it definitely hasme potential, as some
manufacturers already do have campaigns in whieh dfffer their products or versions
of their products with a considerable discount\arefree of charge to non-commercial
users. It would be worth considering whether thescmer who uses the software for
non-commercial purposes needs the whole range raftiins — if releasing slightly
limited versions of software for less or for freewid be popular. Such policy should be
considered by all of the major companies. In tHwang lines | will provide a couple
of examples of products already offered with fabteaconditions to non-commercial
users.

For example, Adobe has recently launched a campaifgring their products to
students with over 90% discount, which is rathensicant. Another offer, with
actually free use of software for home users han lw®ming for years now from the
company ALWIL Software a.s. Their antivirus softeaavast! Free Antivirusis
downloadable from their website free of charge. @firse, it lacks some of the
functions of their paid products, but for home gsdris satisfactory. | have been using
it myself, for a couple of years now, and | musy faat | am very happy with the

product.

5.1.3. Adjusting the price and distribution channels of sétware

As explained in the chapter 4.3.2, the price otvgafe affects the consumer
choice (which often results in illegal activity) ryemuch. As well as the supply, the
demand for software will rise in the future, as em®Cs are bought every year and the
technology advancement is unstoppable.

Adjusting the prices of software to more acceptdblels is not as radical as
offering them for free and in the long run coulduadly increase the revenues from
sales of the manufacturing companies. Only théalntbsts of software development is
high, the consecutive production comprises basgigat from the costs of media on
which the products are recorded.

Lowering the price together with offering new wayfsbuying software could
mean a great change in the piracy rates. Loweegneould give the consumers less

motivation for downloading illegal software, furtheore offering commercial software
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online, with the possibility to download it stratgipon purchase would definitely cause
positive reactions. It would slightly reduce thestsoof the manufacturers but also it
would greatly increase the comfort of the consumemd decrease their costs of

acquiring the software.

5.1.4. Alternatives for pirated software

Organizations, such as BSA, which fight againstvemfe piracy and counterfeit
are formed and financed by large software manufexgflcompanies, so their policies
never propagate free software as a possible solutiecause that would make them
advertise different products than the ones of ti@mbers.

| think that offering alternatives to commerciafta@re is a significant way to
improve the situation, because the scheme couletyesimple.

This suggestion is very closely connected to thst fHne (chapter 4.5.1). There
are already information resources available forcatlan of the public and companies.
One of the important improvements of their effestigss would be, if next to the
information about commercial software, free sofevawould be provided as an
alternative. Increasing the awareness of the pudilicut free computer programs as
alternatives to commercial software could mean eakthrough in the situation. The
products are already available on the internet,thadnly thing left is to promote them,
so that people can choose to download free progriaistead of illegally using software
which should be paid for. Many people use thesgraros all over the world, why not

make them more popular in order to decrease thédaupof illegal software copies.

5.2. General conclusion

At the beginning of my thesis | have set the oljest of my work, and
explained the methods used throughout the thesigrder to show the expected
outcome and how | will attempt to reach it.

In the first, rather theoretical part of my thesibave aimed on the introduction
of the topic, mainly by providing an overview of partant historical milestones and of
the key elements which are discussed — softwareitancreation, licenses and laws
concerning software use and distribution in Eurape in the Czech Republic.
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In the core of my thesis, | have defined the tesofttvare piracy’, based on the
knowledge presented in the first part. Also, | hgwen an insight into the types of
software piracy by giving an account of ways in evhit can occur. Further, | have
explored the ways in which the modern organizationgo fight with the problem and
discussed the policy of Business Software Alliance.

In my research, | have focused on the exploratfdteg factors which affect the
occurrence from the economical point of view, bingghe basic market mechanisms
of supply and demand and by trying to determineptiee of illegal software.

Further, | have briefly reported on the situatidrsoftware piracy in the Czech
Republic and the rest of the world, with a predictof the future development of the
situation.

From the suggestions presented in the previoustehdpwill point out the most
important one again. Creating of government funaestburces in order to educate the
public in the matter of copyright infringement wdube a significant way to help the
improvement of the situation. The education polityhis matter would be even more
effective, if it offered more options to the consmn— pointing out the possibilities of
alternative products to pirated software. Semimagchools would be a way to educate
young people in the matter. Educational programslifiarent topics, such as ecology,
are already functioning and young people try to amtordingly to what they learn.
When my generation was young, we exchanged softwiineut even knowing that we
are committing a crime. | believe that each yearan@munger kids come into contact
with computers and software, therefore to potentrahe, it is important to educate
them in this manner, in order to improve the futdevelopment of software piracy,
because they are the future.

| have managed to create a model, in order to méater the price of illegal
software and compare it to the price of legal safewv The results of the calculation
with real data showed, that for an economicallykhig consumer, who does not take
into account the morality of the actions, the prdellegal software is unmatchable in
comparison to price for legal software.

The price is one of the factors, which affect pyraates the most. Primarily, we
have the price of illegal software, which is redbyv. This is mainly due to the really

small probability of getting caught, together withw punishments. This could be
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solved mainly by increasing the fines, or by foagsmore on solving the crimes where
software infringement is involved. On the other dhas the price of legal software,

which is in comparison high. If it was decreasdw difference between its price and
the price for illegally retrieved software wouldodease, and therefore the motivation
for committing such crime would become lower.

My calculations have also proved that together with prices, the general
economical state of a country definitely affecte ttevelopment of piracy rates. As
determinants | have used the GDP, and consecutittelyaverage gross monthly
salaries. The results from the calculation of doedhts of correlation had clearly shown
negative proportion relationships to the piracysatWhich proved that the better of a
country is economically, the higher are the sataeed consecutively the budgets for
buying the software legally. Therefore more consismeuld buy more legal software.

Using the trend line analysis method, | have caled piracy rates for the
period of next four years. The results show thatttend of piracy rate will continue to
decrease, even though it will be very slowly. Theent stagnation of the development
of the rates is probably caused by the impact ohemical crisis.

It is important to realize that the decrease inghiacy rates does not mean an
increase in the actual amounts of software usedally. As the technologies develop,
more computers and software are released everyayehthis kind of development will
definitely continue into the future. The decreasepiracy rates is very slow, in
comparison with how fast the number of softwarersisgrows. In order to really
improve the situation, so that not only the rati@tween legal and illegal software used
is better, but also that the actual number of saféwinfringed decreases, it would be
necessary to apply drastic changes to policiesrdegathe fight with software piracy,

hopefully the government will realize this soontisat some measures are taken.
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